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1
Decision/action requested

It is proposed to approve this pCR to add a conclusion for Edge user consent to UC3S study TR 33.867.
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3
Rationale

This contribution proposes a conclusion on user consent for Edge Applications in KI#6.1
For the use case on Edge Application, it is considered that NEF is just an exposure function and is only needed when the EES is deployed outside the home PLMN. If the EES is deployed within the home PLMN, EES can directly contact the UDM and retrieve the user consent. The consent checking is transparent to the UDM and based on the received consent, the EES decides whether the user’s sensitive information needs to be shared with requesting entities or not. 
4
Detailed proposal

*****Start of Change*****
8.1
Conclusion on KI #1 User's consent for exposure of information to Edge Applications

The following specific aspects are concluded for normative work:
· To retrieve the user consent provided by the end-user from the UDM, it is proposed to use solution #7 as the baseline for normative work. The user consent parameters are stored in UDM as subscription data and enforcing entity is the EES. NEF is only an exposure function which is used to for the service provided by the UDM to retrieve the user consent. 

· If the EES is deployed within the HPLMN, there can be a mechanism for the EES to retrieve the user consent directly from the UDM using the Application ID (which is part of subscription data) and NEF is only needed when the EES is outside the HPLMN.
*****End of Change*****
